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Application Notes

Providing Different DSL Port Speeds to different subscribers

An ISP might need to set different line speed for each DSL port. Our IES-6000
provides an easy way to do it. It is possible to create profiles that will be setting
different parameters for different users and their requirements.

In this application example, we will setup two profiles. One is for low speed
requirement with upstream/downstream data rate of 2M/512Kbps and the other is for
high speed requirement with upstream/downstream data rate of 25M/1Mbps. We
suppose there are general subscribers with a low speed profile on ports 1 through 24
and some enterprise users with high speed profile on ports 25 through 48.

Internet

I Uplink

IES-6000 B ~
ALC-1248G

How to apply the profile to the ports

In this application, we need to configure IES-6000 and ADSL CPE. We use ZyXEL
Prestige 660R-61 CPE here.

1. IES-6000 Settings

1.1 Profiles settings

Set up Low Speed Profile. Give this profile a name like Profile_LowSpeed and set the
MaxRate for Up Stream and Down Stream. In this case, we set 512Kbps and
2048Kbps for Up Stream and Down Stream.
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Set up High Speed Profile. Give this profile a name like Profile_HighSpeed and input
the MaxRate for Up Stream and Down Stream. In this case, we set 1280Kbps and
24992Kbps for Up Stream and Down Stream.

Cl command:

a) High Speed (1M/24M) profile setup:
MSC1024G> profile adsl set 1_24M 1024 24576 minrate 64 64 delay 20 20 usmgn
310 0 60 dsmgn 310 0 60 usra startup 90 30 dsra startup 90 30

b) Low Speed (512k/2M) profile setup:
MSC1024G> profile adsl set 512_2M 512 2048 minrate 64 64 delay 20 20 usmgn 310
0 60 dsmgn 310 0 60 usra fixed 90 30 dsra startup 90 30

Save the current configuration:
MSC1024G> config save

1.2 Profile Assignment

Assign Profile_LowSpeed to the port 1. Select the Profile_LowSpeed profile. After
finishing configuration of port 1, copy the settings of the port 1 to the ports from 2 to
24..

For the high speed profile, you can set the Profile_HighSpeed to port 25. You also can
select ADSL2+ mode. That will fix the mode on ADSL2+ mode.

Copy the settings of the port 25 to the ports from 26 to 48. Follow the same
procedures as port 1.

CIl command:

MSC1024G> port adsl set 7-1~24 512_2M auto
MSC1024G> port adsl set 7-25~48 1_24M auto
MSC1024G> port enable 7-1~48

MSC1024G> port pvc set 7-1~48-0/33 DEFVAL llc1 0
MSC1024G> config save

2. Prestige 660R-61 Settings
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We set Prestige 660R-61 in bridge mode. The default VPI/VVCI of 1IES-6000 is 0/33.
So we need to set up such values. Prestige 660R-61 has a Telnet server inside. We
need to configure it via Telnet.

2.1 Menul: General Setup

Go to Menu 1. In this menu, we must set “Rout IP = NO” and “Bridge = YES”.

Menu 1 — General Setup

System Name= TEst
Location=

Contact Person's
Domain Mame=

Edit Dynamic DNHS= Ho

Route IP= Ho

DansArern — Wan
LA AT e

Press ENTER to Confirm or ESC to Cancel:

2.2 Menu4: Internet Access Setup

The encapsulation must be RFC 1483 for bridge mode. The Multiplexing should be
the same as on IES-6000. LLC-based is the default mode of IES-6000. Additionally,
we must check if the VPI/VVCI is the same as IES-6000. As was mentioned above, the
default VPI/VCI of IES-6000 is 0/33.

Menu 4 — Internet Access Setup

T8P*'=2 MWame= MulRP

Encapzulation= RFC 1483

Multiplexing= LLC-hased

UFI #= @A

UCI #= 33

ATHA Qo5 Type= UEBH
Peak Cell Rate <PCR>= 8
Sustain GCell Rate (SCR>= @
Maximum Burst Size (MBE>= @

My Login= M-A

My Password= MN-A

EMET EWNCAF Gateway= N~ A

IP Address Assignment= Static
IPF Addre=z== B.08.8.8

Metwork Address Translation= SUA Only
Address Mapping Set= H-A

Press EWTER to Confirm or ESC to Cancel:

2.3 Menull.1: Remote Node Profile
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In menull.1, we should activate this profile with “Active= Yes”. The Encapsulation
and the Multiplexing are the same as in the menu 4. Setting “Edit ATM Options=Yes”

will enter Menu 11.6.
Menu 11.1 — Remote HNode Profile

Rem Mode MWame= MylISP Route= Hone
Active= Yes=s Bridge= Yes

Encapsulation= RFC 1483 Edit IP~-Bridge= Mo
Multiplexing= LLC-hased Edit ATM Optionz= Yes
Service Mame= HN-A Edit Advance Optionsz= N-A
Incoming: Telco Option:

Rem Login= HN-A Allocated Budgetimin>= MN-A

Rem Paszsword= MN-A PeriodChr>»= N-A
Outgoing: Schedule Sets== N-A
My Login= MW-A Mailed-Up Connection= H-A
Hy Password= N-A Session Options:
Authen= MN-A Edit Filter Setz= Mo
Idle Timeout<{zec?>= MN-A

Prezs ENTER to Confirm or ESC to Cancel:

2.4 Menull.6: Remote Node ATM Layer Options
Check whether the values above are the same as on IES-6000.

Menu 11.6 — Hemote Mode ATHM Lavyer Options
UPIAUCI <(LLC-Multiplexing or PPP-Encapsulation>

UFI #= 8

UCI #= 33

ATH Qo% Type= UBR

PFeak Cell Rate (PCR>= @
Sustain Cell Rate <SCR>= A
Maximum Burst Size (MBE)>= 8

Enter here to COMFIRM or ESC to CAMCEL:
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How to configure 802.1Q VLAN

AVLAN (Virtual Area Network) allows a physical network to be partitioned into
multiple logical networks. Stations on a logical network belong to one group called
VLAN group. A station can belong to more than one group. The stations on the same
VLAN group can communicate with each other. With VLAN, a station cannot directly
talk to or hear from stations that are not in the same VLAN groups.

We want to deploy VLAN environment in this application. The following figure
shows the VLAN example. Two PCs connect to the ports 1 and 2 of the line card and
belong to different VLANSs. One is VLAN 10 and the other is VLAN 20. Therefore,
they can’t communicate with each other. However, both PC 1 and PC 2 can connect to
the Internet.

Internet

\/

Uplink

IES-6000
AL C'1248G ..............
SLC-1248G

--------------

ADSL/SHDSL

L
‘ c—! - PC2
N =Y pc1
-

—— _ VLAN20

VLAN10

How to set up a VLAN environment
In this application, we need to configure IES-6000 and ADSL CPE (or SHDSL CPE).
We use ZyXEL Prestige ADSL 660R-61 (or you may use P791 for SLC-1248G) CPE

7
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here. Because the two ports belong to the different VLANSs want to connect to the
Internet via Uplink port of IES-6000, we need to set up an extra VLAN and let the
two ports be members of this VLAN.

1. IES-6000 Settings

1.1 VLAN settings

Add VLAN10. Assign Port 1, ENET5 and ENET6 to be members of VLAN10:

Cl command:

MSC1024G> vlan set 10 enet5 fix untag
MSC1024G> vlan set 10 enet6 fix untag
MSC1024G> vlan name 10 VLAN10
MSC1024G> port pvc vlan 7-1-0/33 10 join untag

Add VLAN20. Assign Port 2, ENET5 and ENET6 to be members of VLAN20:

Cl command:

MSC1024G> vlan set 20 enet5 fix untag
MSC1024G> vlan set 20 enet6 fix untag
MSC1024G> vlan name 20 VLAN20
MSC1024G> port pvc vlan 7-2-0/33 20 join untag

Add VLAN200. Assign slot 7, Port 1, Port2, ENETS5 and ENET6 to be members of
VLANZ200:

CIl command:

MSC1024G> vlan set 200 enet5 fix untag
MSC1024G> vlan set 200 enet6 fix untag
MSC1024G> vlan name 200 VLAN200
MSC1024G> port pvc vlan 7-1-0/33 200 join untag
MSC1024G> port pvc vlan 7-2-0/33 200 join untag

1.2 PVID settings
After setting up all the three VLANS, we need to set the PVID.
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We assign VLAN 200(PVID) to ENET5, ENET®6. Also, we assign VLAN 10 and
VLAN 20 to portl and port2 respectively:

Cl command:

MSC1024G> switch port pvid enet5 200
MSC1024G> switch port pvid enet6 200
MSC1024G> port pvc set 7-1-0/33 DEFVAL llc 10 0
MSC1024G> port pvc set 7-2-0/33 DEFVAL llc 20 0

1.3 Port Isolation
If we just want to isolate the ports of IES-6000 and don’t want to set any VLAN, there
is another easy way to do this. Setup Port isolation as described below.

Cl command:
MSC1024G> switch isolation enable

2. Prestige 660R-61(P791) Settings
Please refer to the procedures in the previous application.

Triple play Application

The IES-6000 allows you to use different channels (also called Permanent Virtual
Circuits or PVCs) for different services. Define channels on each DSL port for
different services and assign each channel a priority, a VLAN and the ATM Quality of
Service (QoS). The ATM QoS allows you to regulate the average rate and fluctuations
of data transmission. This helps to eliminate congestion in order to allow transmission
of real time data (such as audio and video).

In this application, we demonstrate how to set up multiple PVCs environment. In the
figure below, the PC wants to access the two kinds of network services. One is the
Internet service (data service) and the other is Video service. Because we hope we can
see the video smoothly, we need to set the video service higher priority. In IES-6000,
we can assign the two services with different VLANSs and assign the PVCs with
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different VLAN priority and ATM QoS. That will make the video traffic get higher
priority than the data traffic. We also can expand this application to triple play
environment.

IES-6000 <(
|
SLC-1248G or oA == "emet
ALC-1248G . swier md
t —— =
[~ o > Internet Access
Ethernet Port
:----DSL-R@ﬁt-i----: VLAN 20
= PVID=10
PVID=10% :PVID =20 l=
Priority =7 % = Priority =0 i
ATM QoS=CBR: :ATM QoS=UBR _
. . Video Server
0/33 - - 0/34 VLAN 10
\%—:_—:_-—;——;—:_—:_%
|- CPE

How to set up a Multiple PVCs environment

Following procedures will introduce the settings of IES-6000, VLAN-aware switch
and ADSL (SHDSL) CPE. We use ZyXEL ES-2024 and Prestige 660R-61(You may
use P791 for SLC-1248G) as VLAN-aware switch and xDSL CPE respectively.

1. IES-6000 Settings
1.1 VC profile setup

Add Defval_CBR VC profile for Profile Setup. Set up Encap, Class, PCR and CDVT
as shown. Encap should be LLC, the same as IES-6000. Class should be CBR as it
has higher priority in ATM QoS.

CIl command:
MSC1024G> profile atm set Def_CBR cbr 300000 *

1.2 Multiple PVCs setup

10
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We want VVPI/VVCI with 0/33 to get the higher priority. We should modify this
VPI/VCI with Defval_CBR profile which we created before.

Cl command:

MSC1024G> port pvc set 7-1-0/33 Def_CBR llc 10 7

Then, we add the VPI/VCI with 0/34. We apply the DEFVAL profile to this channel.

Cl command:

MSC1024G> port pvc set 7-1-0/34 DEFVAL llc 20 0

1.3 VLAN setup

We can setup VLAN by following the procedure described in VLAN application. Add
VLAN10. Assign Port 1, ENET5 to be members of VLAN10 as show. We need to
check the Tx Tagging on ENET5.

MSC1024G> vlan set 10 enet5 fix tag
MSC1024G> vlan name 10 VLAN10
MSC1024G> port pvc vlan 7-1-0/33 10 join untag

Add VLANZ20. Assign Port 1, ENET5 to be members of VLANZ20 as show. We need
to check the Tx Tagging on ENET5.

MSC1024G> vlan set 20 enet5 fix tag
MSC1024G> vlan name 20 VLAN20
MSC1024G> port pvc vlan 7-1-0/34 20 join untag

2. Prestige 660R-61(P791) Settings

We need to set two channels. One is 0/33 and the other is 0/34. From former
application, we already knew how to set up CPE with one channel (0/33). We just
demonstrate how to setup the second channel.

2.1 Menull.1: Remote Node Profile

In menull.1, we should activate this profile with “Active= Yes”. The Encapsulation
and the Multiplexing are the same as the menu 4. Setting “Edit ATM Options=Yes”
will enter Menu 11.6.

11
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MHenu 11.1 — Remote HNode Profile

Rem Mode Mame= 2 Route= Mone
Active= Yes Bridge= Yes

Encapsulation= RFC 1483 Edit IP/Bridge= Mo
Multiplexing= LLC-hased Edit ATM Options= Yes
Service Mame= MN-A
Incoming: Telco Option:
Rem Login= HN-A Allocated Budget<{min>= HN-A
Rem Password= N-A Period<{hr>= N-A
Outgoing: Schedule Sets= MN-AA
My Login= N-A Mailed—-Up Connection= WA
Hy Password= MN-AA Session Options:
Authen= N-A Edit Filter Setz= Mo
Idle Timeout{zec>= MN-A

Prezz EMTER to Confirm or ESC to Cancel:

2.2 Menull.6: Remote Node ATM Layer Options
We should set up another VPI/VCI with 0/34, the same as in the IES-6000.
Menuw 11.6 — Remote Mode ATM Layer Options
UPIAUCI (LLC-—Multiplexing or PPP-Encapsulation>

UPI #= 8
UCI #= 34
ATH Qo5 Type= UBR

Peak Cell Rate (PCR>= A
Sustain GCell Rate <S5CR>= 8
Maximum Burst Size (MBS>= R

3. ES-2024 settings

3.1 VLAN

Click Advanced Application and VLAN in navigation panel to display the
configuration screen shown below. Click Static VLAN to open the VLAN setup
screen.

12
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3 Web Configurator - Microsoft Internet Explorer
WRE EEE RO REEEW IROD HEE

Q-0 [¥[E G Pus Jramsz @ne & (2 Ji
L) | &) hip:/192 1681 1/ v BluE =

B Status B Logout H Help

VLAN Port Setting Static VLAI

The Number Of VLAN =1
Routing Protocol

Fort Mumber
10 12 14 16 18 20 22 24 26 ElapsedTime Status
el S R e Sl ik el e el
u o u ouououuuy
uouououu

Indesx WD

FZ0751 UoIsuawvuIf

O = pa
O W e
Z ot o™
O

Static MAC Forwarding 0747 Static

Spanning Tree Protacol
Bandwidth Contral
Broadeast Storm Contral
htirroring

Link Aggregation

Paort Authentication

Part Security

Access Contral
Gueuing Methad

< | >

Pall Interval(s) |40 | [ Setheral |

Change Pages [ Previous Page ] [ Mext Page ]

I@ 8 © AP I

Add VLAN10. Assign Port 1, Port 10 to be the members of VLAN10 as shown below.
We need to check the Tx Tagging on Port 10.

a Web Configurator - Microsoft Internet Explorer
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Add VLANZ20. Assign Port 2, Port 10 to be members of VLANZ20 as shown below.
We need to check the Tx Tagging on Port 10.

3 Web Configurator - Microsoft Internet Explorer
WRE EEE RO REEEW IROD HEE
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L) | &) hip:/192 1681 1/ v BluE =
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Static MAC Forwarding Port Control Tagging
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Bandwidth Control 2 O Mormal @ Fived O Forbidden [ T« Tagging
Elruad.cast Storm Control 3 & Mormal O Fixed O Farbidden Ti Tagaing
il g 4 @ Mormal O Fived O Forbidden Tx Tagging L
Link Aggregation . -
Port Authentieation 5 & Mormal O Fixed O Farbidden Ti Tagaing
Part Securily & @ Mormal O Fived O Forbidden Tx Tagging
Access Control 7 & Mormal O Fixed O Farbidden Ti Tagaing
Queting Method ] @ Marmal O Fixed O Forhidden Tr Tagging

g &) Mormal ) Fixed ) Farbidden T Tagaing

10 © Mormal @ Fixed O Forbidden Tx Tagging

L Rt FieT FoTIOEmT T T

12 @ Mormal O Fixed  Forbidden Tx Tagging

13 & Mormal O Fixed O Farbidden Ti Tagaing
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15 & Marmal O Fixed O Farbidden TiTagaing v

II
3.2 PVID setup
Click Advanced Application and VLAN in the navigation panel to display the configuration

screen shown below. Click VLAN Port Setting to open the PVID setup screen.
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a Web Configurator - Microsoft Internet Explorer
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Let 10 be the PVID of Port 1 and 20 be the PVID of Port 2.
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In this application, you will see that the video traffic will go via 0/33 and data traffic
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will go via 0/34. The 0/33 get the higher priority so the video traffic will go first when
the two traffics arrive at the same time.

802.1x Application

IEEE 802.1x port-based authentication is desired to prevent the unauthorized ports
(clients) from gaining access to the network. It is an extended authentication protocol
that allows the support of RADIUS (Remote Authentication Dial in User Service,
RFC2138, 2139) for centralized user profile management on a network RADIUS
server.

We want to deploy the 802.1x environment in this application. The following figure
shows the 802.1x application example. PC1 (supplicant) and PC2 (supplicant) want to
access the application server. If PC1 is not unauthorized, the traffic from PC1 to the
application server will be blocked. If PC2 is an authorized client, then it can access to
the application server. On the figure below you can see that IES-6000 acts as an
authenticator.

AN

== Authentication

I, Server (RADIUS)

Sood >

X IES-6000(SLC/ALC)
4 (Authenticator)

——
.

Authbrized i

Unauthérized

Station/
Application server

SHDSL/ADSL

SHOSL/ADSL
modem :

PC 1 —_———

Supplicant
(Supplicant) (Supplicant)
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How to configure the 802.1x environment

We should configure Authenticator, RADIUS and Supplicant, the three components of
the 802.1x environment. The Microsoft 802.1x client and ZyXEL Vantage 50 will be
used as supplication and the RADIUS server respectively. The following sections will
describe the detailed procedure of setting up the environment.

1. IES-6000 (Authenticator) settings:

1.1 RADIUS settings:

Enable the 802.1x Authentication and the RADIUS server IP address, UDP port and
shared Secret, which is the same as in the Radius server. Then click Apply to make
the settings take effect.

MSC1024G> acl dotlx enable

MSC1024G> acl dotlx radius ip 192.168.1.3
MSC1024G> acl dotlx radius port 1812
MSC1024G> acl dotlx radius secret 12345678
MSC1024G> config save

2. Vantage 50 (RADIUS) settings:

We use Vantage 50 as the RADIUS server. It’s a one of ZyXEL’s products. Of course,
you can use other RADIUS server like Funk Steel-Belted RADIUS, Cisco Access
Control Server, and MeetingHouse Aegis server and so on. You can configure it using
WEB GUI and its default IP is 192.168.1.3.

2.1 RADIUS server setup

Click RADIUS, RADIUS SERVER in the navigation panel to display the configuration
screen shown below. You can use the default values or change the Authentication port,
Shared Secret. Remember, these values MUST be the same as the settings of the client.

17
All contents copyright (c) 2006 ZyXEL Communications Corporation.



ZyXEL IES-6000 Support Notes

ADVANCED
RADILS
ROOT CA
SFRVFR CFRTIFICATE
i SEwER
USER ACCOUNT
Authentication Port : 1512 u
MAINTENANCE {ieesse)
Accounfing Port: (] (1-65535)
MANAGEMENT
Allowed Access Type
LieXsalins ® Alltw Any IP Address
Shired Secret 12345678 Teer ST
O Allowed Specified IP Address / Network Address
Apply
Allowed IP Address (m=x 1)
[ No. | IP Address Shared Secret | Description | Action | Delete |

2.2 Create User Account

Click RADIUS, USER ACCOUNT in the navigation panel to display configuration screen
shown below. You can use the existing user account or create a new one by clicking the Add
New User button. Remember, the client site MUST use the account in the RADIUS server.

ADVANCED

SERVER CERTIFICATE

RADIUS SERVER User Account List . uritz

USER ACCOUNT

Add MNew User Select All
MAINTENANCE
MANAGEMENT | No. |  UsarName |  Action | Delete |
1 abyss Change Password ]
LOGOUT 2 zyxel Change Password [ |
Delete

3. Windows XP (Supplicant) settings

There are many supplicants we can choose: e.g. MeetingHouse Aegis client, Funk
Odyssey client and Microsoft 802.1x client. We take Microsoft 802.1x client as an
example here.

3.1 802.1x/MD5-challenge setup

Open the Local Area connection Properties, and then click the Authentication page. Check
Enable IEEE 802.1x authentication for this network and select MD5-challenge in EAP
type drop-down menu. Please see the following figure.

18
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- Local Area Connection Properties I |

General Authentication | Advanced |

Select thiz option to pravide authenticated network access for
Etherret networks.

¥ Enable IEEE B02.1% authentication for this netwark:

EAP type: | MDS-Challenge =

Froperties |

W ALthenticate s compuber when compuber informatior i
ailable

[T Authenticate a2 guest when uzer or computer information iz
unavailable

Cloze I Lance| |

When the 802.1x starts, it will prompt you to enter the user name and the password. Please

see the following figure.
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failed.
failed.
failed.
failed.
failed.
fajiled.

error

code

@ Control Panel

g l\] My Network Places

() My Documents
4 My Computer

Details

Local Area Connection

| 41 e Hink_Srasd Trkarnek

=

¥ 2] Startl J & @ E i J &2 Metwark Cannections

5

G Libjo Wireless LAW Mini PCIA.

Disabled

| Document] - Microsoft .., I B CWINDOWS|system3z, .. I

j.r) Local Area Connection

]

Click here to enter vour user name and password for the

<

W39 szErm

After clicking the icon, a dialog for entering the user name and password will appear. Click
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ok after entering the correct user name and the password that are in the database of the
authentication server. The setting of the client side is finished.

Local Area Connection

Uszer name: IZ}'HE|

Pazsword: I"“"""‘

Logaon damair: ||

0k, I Cancel

After the above procedure, we can allow the authenticated port to the access the server. If the
DSL port is not authenticated, the PCs behind the port can’t access the network.

4. Prestige 660R-61 Settings
Please refer to the procedures in the previous application.

Setting up the Syslog Server

ZyXEL products are able to send system log to a Syslog daemon such as Unix
Syslogd and Kiwi's Syslog Daemon (http://www.Kiwisyslog.com/ ). When DSL or
Ethernet ports are linked up/down, IES-6000 sends a record to Syslog server. The
Syslog server can be placed on the network, which IES-6000 can access.

20
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How to set up a Syslog server

We should configure IES-6000 and Syslog server in this application. Here, we use the
Kiwi's Syslog Daemon as an example. Following sections will describe the detailed
procedures to set up the environment.

1. Install and Run Kiwi’s Syslog Server
Double Click the Kiwi’s Syslog Server installing program. It is very easy to install it.

0§ Kiwi Syslogd =)= [
BEE HHEE BAD HSEFW IAD AW o

QOtr=- Q- @‘,@;ﬁ = e | (-

HEED) | () D Asottwareleys log serveriKiui_Syslogd v =

HHI x |
S EE S % Kiwi_Syslogd exe
HEES F—
|

B 1 HATER
e AR (C)
= e BUSTHIFE D)
H |5 driver
# () english
() felix
) mai
# | product
H ) products
= software
|C5) BootpTiip
[ ) dreye
® ) MRTG
# () Nerf3120 L]

21
All contents copyright (c) 2006 ZyXEL Communications Corporation.



ZyXEL IES-6000 Support Notes

After finishing the installation, you can run it from the Start Menu. You will see
following dialog. The Server’s IP is 192.168.1.77.

%% Kiwi Syslog Daemon (version 7.0.3)

File Wiew Help

o[ 6 A Display 00 (Defaull] =

Date Time | Priority | Hostname |Message

v

100% | 0 MPH 10:56 | 02-17-2005%

2. IES-6000 settings
Enable the Syslog server on IES-6000. Assign the UNIX Syslog Server IP,
192.168.1.77 in this case. Choose a log facility from 'Local 1'to 'Local 7'. Then save

the configuration.
Cl command:
MSC1024G> sys syslog enable

MSC1024G> sys syslog server locall 192.168.1.77
MSC1024G> config save

When the DSL ports are linked up/down, IES-6000 sends a record to Syslog server.
We can see these logs in Kiwi’s Syslog server.

%% Kiwi Syslog Daemon (version 7.0.3)

File Wiew Help

& 4 @ A @ [pisplay 00 (Default)

Date Time Priority M
02-17-2005 11 24:51 Locall.Alert 192.168.1.1 Jan 1 00:05:36 RAS INFO ADSL Link Info: NM:31/30(dB)!
02-17-2005 11:24:51 Locall Alet 192.168.1.1 Jan 1 00:05:36 RAS INFO ADSL 24 Link Up[SN=2): 9087/5111
02-17-2005 11:24:21 Locall Aleit 192.168.1.1 Jan 1 00:05:06 RAS WARMN ADSL 24 Link Down[SN=1)!

2-17-2005 _ 11:23:55 ocall Alest 192 16811 Jan 1000440 BAS INFD Session Begin!

v

100% | 4 MPH 11:27 | 02-17-2005%
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Setting up the Ring Environment

The Ring topology is used to guarantee the network being normal even if one link
between two devices is broken. So, in the ring topology, the network will work well if
one link is broken. In the Ring Topology, you must enable RSTP/STP to prevent the
loop issue.

How to Setup a Ring Environment

We will setup the Ring environment with one IES-6000, one IES-2000 and one
ES-4024. A PC behind IES can connect the PC in the network even when one of the
links is broken. Following sections will describe the detailed procedures to set up the
environment.

1. IES-6000 settings

1.1 Enable Spanning Tree protocol on Ethernet ports

Configure Spanning Tree Protocol settings.

Click Active to enable Spanning Tree Protocol. Then enable it on port 1 and port 2.

23
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CI command:

MSC1024G> switch mstp enable
MSC1024G> switch port mstp enable enet5 0
MSC1024G> switch port mstp enable enet6 0
MSC1024G> switch mstp version rstp

2. Setup IES-2000

2.1 Enable Spanning Tree protocol

Click Switch Setup in the navigation panel to display the configuration screen shown below.
Then check Spanning Tree Protocol to enable it.

Friority Queus Assignment
Friority Lewvel T G 5 4 2 2 1 o

Getting Started
Queus 3w 3w 2w 2w 1 0w 0 |» 1 =

o Switch Setup

P Setup
Rapid Spanning Tree Pratocol
pid Sp 2
Port Setup
Achvanced Spplications Bridge Priority 32768
Static Route Setup Hella Time 2 seconds
YLAM Setup
MAK Age 20
Advanced Management seconds
ShMP Fonmarding Delay 15 seconds
Logins
Maintenance [ pHEF relay
Statistics
0.000
Dizgnostic
Ty— DHCP Server List 0.0.0.0

2.2 Enable Spanning Tree protocol on Ethernet ports
Click Port Setup in the navigation panel to display the configuration screen shown below.
Click msc to display the MSC card Port setup.

24
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FPort Setup

Getting Started

SlotID hodule Type

= zeneral Setup

1 | msG

= Swvitch Setup

— —
ol

o P Setup
 Port Setup

:

(= S
=

0 al. L0 MR A
Lt = L L=l ] ) Rl | Lo 8 L)

s

o Static Route Setup

o WLAN Setup

Advanced Management

o ShKP

= Loging

© Mairtenance

o Statistics

= Diagnostic

Loggourt
|

Click Uplink2 to set up this port.

Stot 1 Port Setup MSC 1000 Port Setup
| Fart | Active | Mame | Type

|  Subtending 1 | ves | nene | None

|  Subtending2 Cves | onone | None

| TR LG L TOOOBEze T

| Uplink 2 | ves | none 1000Base T

Check Spanning Tree Protocol to enable it.
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Stot 1 Edit Port Setup MSC 1000

Uplink 2
Mame
Active
Uplink hMode
[] wiAH Trunking
Default 802.1p Priority [0

Type Speed Duplax Flow Cantral

1000BazeT Autn oW Full F

Rapid Spanning Tree Protocaol

Pricrity Fath Cost

128 4

Apply the same steps to Uplink1. Please see the following figure.
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Siot 1 Edit Port Setup MSC 1000

Uplink 1
Hame
Auctive
Uplink Mode
] wiaM Trunking

Default 802 1p Friorty |0

Type Speed Cuplex Flow Cantrol

1000BazeT Auto W Full F

Fapid Spanning Tree Protacal

Friarity Fath Cost

128 4

3. Setup ES-4024

3.1 Enable Spanning Tree protocol on the Ethernet ports

Click Advanced Application, Spanning Tree Protocol in the navigation panel to display the
configuration screen shown below. You will see the Spanning Tree Protocol Status page.
Click Configuration to configure the spanning tree protocol settings.

Fl Status [ Logout

(@ Spanning Iree Protocol Status

Spanning Tree Protocol : Down

Configuration

Advanced Application

Bridge Foot Qur Bridge
Bridge ID Q000-000000000000 0000-000000000000
Hello Time {second) 0 0
Max Age (second) 0 0
WLAN :
= = Forwarding Delay (secand) 1] 1]
S.tanc. MAC Forearding Costto Bridge D
_ Fort ID 0x00o0
Spanning Tree Protocol Topology Changed Times D
SRR Time Since Last Change 0:00:00
Broadcast Storm Control
Mirroring
Link Aggregation
Fort Authentication
FPort Security
DHCP

Click Active to enable Spanning Tree Protocol. Then enable it on Port 1 and Port 2.
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L Status
Active
Bridge Priarity JTRE W
Hello Time 2 |zeconds
hlax Age 20 Seconds
Forwarding Delay 15 | geconds
Port Active Priority Path Cost
1 123 19
2 123 19
3 F 123 149
4 [l 128 19
4. Results

We can see the link between port 2 of ES-4024 and Uplink1 of IES-2000 will be
blocked as shown after we connect.

L@ Status

System Up Time : 20413

Pt - Pt EAEP—TP FPle—Rrrre— kb RecbhbBs—HpFine
1 1000F FORWARDING Disabled 1335 1627 ] 0.0 0.0 0:07:50
2 100wiF BLOCKIMG  Disahled 216 474 2 0.0 0.0 0:07:44
4 Do STOP Disabled 0 0 0 0.0 0.0 0:00:00
151 Diown STOP Disahled ] 1] ] 0.0 0.0 0:00:00
6 100mF FORWARDING Disabled 2868 2380 0 0.0 0.0 0:07:41
I Diown STOP Disabled 0 0 0 0.0 0.0 0:00:00
a8 Diown STOP Disahled ] 1] ] 0.0 0.0 0:00:00
9 Diowen STOP Disahled ] 1] ] 0.0 0.0 0:00:00
10 Diown STOP Disahbled 0 0 0 0.0 0.0 0:00:00

After we remove the cable between port 1 of IES-6000 and port 1 of ES-4024, the
connection still exists. We can remove any one of the cables as it will not affect the
connection. As you can see, the blocking port will become the forwarding port.
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System Up Time @ 2:11:04

Port Link State LACP TxPkts ExPkts Errors Tx KBs ExKB's Up Time
+ Erervety S Eaatrted i i i £ iRt BEER0
2 100WF FORWARDIMNG Disahled 217 683 2 0.0 0.0 0:01:44
a3 Do STOP Disabled 1] 1] 1] 0.0 0o 0:00:00
4 Down STOP Disabled 1] 1] 1] 0.0 n.a 0:00:00
5 Dowen STOP Disabled 1] 1] 1] 0.0 n.a Q:00:00
4] 100wF FORWARDIMNG Disahled 3278 2698 1] 0.0 n.n 0:14:32
I Do STOP Disabled 1] 1] 1] 0.0 0o 0:00:00

Setting up the IGMP Snooping/IGMP Filtering

Without IGMP snooping, the multicast traffic is treated in the same manner as
broadcast traffic, that is, it is forwarded to all ports. With IGMP snooping, multicast
traffic of a group is only forwarded to the ports that are members of that group. IGMP
snooping generates no additional network traffic, allowing you to significantly reduce
the multicast traffic passing through the IP-DSLAM. IGMP filtering is for allowing a
port to join some specific IGMP groups. This can be applied by the Video service
providers. They can only open some specific channels (groups) to specific ports.

. i

Video
Server

Internet

IES-6000(ALC/SLC) ~ INENI i P

Ethernet Port Router

ADSL/SHDSL
CPE

Video Client
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How to set up IGMP snooping/IGMP filtering

Here, we only configure IES-6000 to support the IGMP snooping and the IGMP
filtering. Please refer to the user guide of the Video Server and the subscriber device.
We assume the video server provides three channels, movie 1 on 240.10.10.8 group,
movie 2 on 240.10.10.9 group and movie 3 on 240.10.10.10 group. And we assume
the subscriber wants to subscribe two channels, movie 1 and movie 2. If we don’t
enable the IGMP snooping, every one can see all movies. If we don’t set the IGMP
filtering on the port, the subscriber behind the port will receive all the movies.

1. IES-6000 settings
1.1 Enable IGMP Snooping
Enable IGMP Snooping to switch on the IGMP Snooping function.

Cl command:

MSC1024G> multicast igmp enable snooping

1.2 Set up IGMP Filtering

If we don’t set up IGMP filtering, the subscriber will receive all the movies. We set up
an IGMP filter Profile and apply it to specific port to limit the channels the subscriber
can see.

In this case, we only allow the subscribers to join movie 1 and movie 2. That means
only the groups 240.10.10.8 and 240.10.10.9 can be forwarded to this subscribed port.

We create the IGMP Filter profile and apply the profile to port 1. Then, we select the
Subscriberl in the IGMP Filter Profile. Then we will save the configuration for the
settings to take effect.

Cl command:

MSC1024G> profile igmpfilter set Subscriberl 1 224.10.10.8 224.10.10.9
MSC1024G> multicast igmpfilter set 7-1 Subscriberl
MSC1024G> config save
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Limit the users behind the certain DSL port

ISP may want to limit the number of PCs behind certain DSL port accessing the
Internet or allow PCs with specific MAC address to access the Internet. They can
easily to achieve this with Port Security and MAC filter features.

Internet

\_/

IES-6000(ALC/SLC)

Port 3

\-ADSL/SHDSL CPE

=, L

PC1 p

How to set up MAC Filter/Port Security
Here, we will set up an environment allowing PCs with certain MAC address, and
certain number of PCs behind port 3 to access the Internet.

1. IES-6000 settings

1.1 Set up the MAC filter

Enable the MAC filter for port 3, and enter the MAC address you want to allow to
access the Internet. Save the configuration for it to take effect.

Only the MAC addresses listed here can access the Internet from behind certain ports.

Cl command:

MSC1024G> acl macfilter enable 7-3
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MSC1024G> acl macfilter set 7-3 00:a0:¢5:12:34:56
MSC1024G> acl macfilter set 7-3 00:a0:¢5:77:88:99
MSC1024G> config save

1.2 Set up Port Security
Input the MAC address number you want to limit to access to the Internet. Note that
the MAC filter and Port security can’t be used at the same time.

Here we allow only 1 user to access the Internet on slot 7 port 3.
CI command:
MSC1024G> acl maccount enable 7-3

MSC1024G> acl maccount set 7-3 1
MSC1024G> config save

DHCP Relay Option 82 Application

ISP may want to limit the number of IP addresses or deliver some specific IP
addresses according to certain DSL port, VLAN ID and option 82 strings. They can
easily achieve this with DHCP Relay Option 82 feature and a DHCP server
supporting Option 82 function.

32
All contents copyright (c) 2006 ZyXEL Communications Corporation.



ZyXEL IES-6000 Support Notes

A
H.m Network

DHCP | \J

IES-6000(ALC/SLC)
Port 25

\ === ADSL/SHDSL CPE

DHCP Client

How to set up DHCP Relay Option 82 Environment

Here, we will set up an environment allowing a PC get DHCP IP address from
specific IP pool according to its DSL port, VLAN ID and the option 82 string. In this
case, the PC is behind 25™ DSL port and the option 82 string is a string “6000”. We
use the IP Commander as DHCP server. Its IP is 192.168.1.99 and the IP pool is
between 192.168.1.201 and 192.168.1.203 for VID=1, DSL port=25, and the option
82 string is “6000”.

1. IES-6000 settings

Enable the DHCP relay and Option 82 functions including the IP address of DHCP
server. The IP address is 192.168.1.99 in our case. Also, enter “6000” as the Option 82
string.

Cl command:

MSC1024G> acl dh set 1

MSC1024G> acl dhcprelay82 enable 1 1

MSC1024G> acl dhcprelay82 server set 1 192.168.1.99
MSC1024G> acl dhcprelay82 info 1 6000
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2. CPE settings
Connect CPE to the 25" DSL port. Please see the former applications for detailed

settings.

3. IP Commander settings
Open IP Commander. Right click “IP commander and then click “connect new

server”.

. Incognito Management Console

File Edit Service View ILmport Help

ITxias- Q9 ?
£ P o=

Commander

|P Commander Administrator Configuration Litility
Client Fevision 4.2.11.1
Copyright c 1938 - 2004

Incognito Software Inc.

|" &l Dacl - Microsaft Woxd nEog ... &) 5 L1 @@--1 T8

Input the DHCP IP address or domain name and click “ok™. Our IP is 192.168.1.99.
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Fil I 8 it ds Toals port:
Iis-@-sEMEE- QD[P
t IP Commander
z IP Commander

|P Commander Administrator Configuration Litility
Client Fevision 4.2.11.1
Copyright ¢ 1938 - 2004
Incognito Software Inc.

Select Server

Flzaze enter the name of the server with the IP Commander service you
would fike to manage:

Cancel I

Input the user name and the password. The default user name is “administrator” and
the password is “incognito”.

Incognito Management Console

Eil Exp Tl L
ITis-s-leEdEE-a® @
t IP Commander
z IP Commander

|P Commander Administrator Configuration Litility
Client Fevision 4.2.11.1
Copyright ¢ 1938 - 2004
Incognito Software Inc.

TP Commander

“r'ou must login using an IP Commander service administrator account on
192.168.1.93 [hot a Winnt or Unixz user account).

Login name

V¥ Save Password oK I Cancel

B temp
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It will bring up the following screen, please make sure that your DHCP is in “online”
status. Then click “wizard” in the top tool bars and select “rule wizard”.

Il gv@v o 9 E Global Bettings Wizard

Subnet Configuration Wizard
= t IP Cammander

59 <0N Sel 99 <ONLINE. Stand-alone>
P Service Configu
7 Administrator Ac

§ MNetwork Views

=
|P Commander Administrator Configuration Uty
Clignt revision 4.2.11.1

S Copyight o 1338 - 2004

Tem[:latas Incognito Saftware Inc.
PFolicies

Service Information

Bp Static Addresse Server csol

4 Cliert Classes Service Incagrito IP Commander for NT
Hardware Mapp Service revision 42783

W Active IP Addre Serial number 1000

# of users in license 255

Current # of ugers

Anti-Roaming D 0
Subscription expiry date End of &pr 2005

Wiew Audits

Statistics Copy bype Dema

q DDNS & TFTP | Praduct number o
Service categony 1002
Product key 04<-IPC100-8F44-780 2-9B9C-6CA3
Operating system ‘windows =P Service Pack 1

Give a name and description to the new rule.
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IXs-B8-¢eEHG @R .
t IP Cammander n
152.168.1.99 <ONL & Create Rule

Service Configu
Adrinistrator ¢ General I Fiule Criteriz | High'water Marks | Rule Dptions |
Wetwark Views

% Btles MBI Rule Wizard for 192.168.1.99 X
Templates =
Policies .

Access Control Description Creating a rule

e tdanagement

A rule consists of an address range and a set of criteria.
DHCF options are zpecified in a template which iz inked
ta the rule

Static Addresse | gwer limit
Client Classes !—
Hardware Mapr -
B Active IP Addre
Anti-Roaming D Default gat
B View Audits
| Statistics Lease time

Mame the rule

DDNS & TFTP | e
= Enter a description of the le [optional).
[ Unlimites IDemn
' Mest > I Cancel '
Created Last modified
Links ! Aidd I | Search

2l Docl - Micro... da.. | (@ 2 Ethereal c 5 s, JR75 & 7 an B 1@ @~ TF 043

Assign a range of IP addresses or just one IP address to this rule. In our case, we set
the IP pool ranging from 192.168.1.201 to 192.168.1.203.

8.1.99 <ONLINE, Stand-alone>.

9"\|Q®!@

& Create Rule

Service Configu
Adrinistrator ¢ General I Fiule Criteriz | High'water Marks | Rule Dptions |

1892 168.1.99 <ONL

Wetwark Views

=g Riles DU Rule Wizard for 192.168.1.99 X
Templates =
Policies Desaii
Access Control E=iption Address Range Limits

e tdanagement
Static Addresse | qwer limit Mow you must specify the upper and lower limits
Client Classes !_ of the IP addresses for the rule.

Hardware Mapp -
B Active IP Addre
ArtiFoaming D Defaull gat Enter the lower limit:
B view dudits
[ Statistics Lease time
@ DDNS L TFTP|
o i
| Enter the upper limit:
[ Unlimites
< Back ' Mest > I Cancel '
Created Last modified

| Search

gl Docl - Micro... fs.. | (@ 2 Ethereal
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After choosing the IP pool, we select “DHCP Option” in Keywords combo box.

Xrs5-8-¢HAEDE- A0 P

=] IP Cammander
= t 192 168.1.99 <ONL t Service Configuration for 192.168.1.99 <ONLINE. Stand-alone>

== Service Configu
Adrministrator A

Wetwaork Views

|P Commander Administrator Configuration Uty

i S Client revisigesd
i o L Rule Wizard for 192.168.1.99
== Templates 3
¥ Incogrito S|
Policies
E Access Control e T Create the rule criteria
B tdanagement
Static Addresse Server Select rule criteria from the keywords list. and link them using operators
Cliert Classes Service i the operators list. Use parantheses to specify the order of preference.
Hardware Mapp Ssl_vlcs |
S Active IP Addre ia';al nu Keywords Operatars:
Lt Roaning D Cuuneunstet;S 1DHCP Option ..'_j I _'_J
Wigw Audits i
¥ Subzcripti
Statistics Copy typel Gateway
(i DDMS & TFTR | Product ni Hardware Type
Semi Host Name
k] [Hw Address
" IP Limit Exception
Operating e
FielapdgentCircuit

< Back 1 Mest > Cancel

|-
|

il Docl - Microsoft Word neogn B Q_‘ o E1@@ - T 0342

After selecting the “DHCP Option”, the “Add DHCP Option Rule” dialog will pop up.
Select “option 82 Relay Agent Information”, sub-option 1, binary data. For port 25,
VLAN 1, “6000”, type in “0019000136303030" as the key value and click OK. Please
note that the first 2 bytes define port number, the second 2 bytes are VLAN ID and the
other bytes are the Option 82 string.
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t IP Cammander n
152.168.1.99 <ONL & Create Rule

Service Configu

Administrator Ac - General I Fiule Criteriz | High'water Marks | Rule Dptions |
Wetwark Views

Fiules

Templates

Policies

Access Control

Rule Wizard for 192.168.1.99

Deseription Create the rule criteria

e tdanagement
Static Addresse | qwer limit Select rule criteria from the keywords list. and link them using operators
Cliert Classes I_ inthe operatars list. Use parantheses to specify the order of preference.
Hardware Mapp -

=3} Active |P Addre
Anti-Roaming D Default

B view dudits
Statistics Lease i
DDMS & TFTR |

Keywords:
Add DHCP Option Rule

Operatars:

LphopIobey Sub-option [optional): - Data type: Enter the data the client must match:
[z2 i [Binery Data ] [D019000731323438

82 Relay Agent Information

Cancel I

< Back I Mest > I Cancel I

Created Last modified

Links I Aidd Delete | Search |

“ Bl @ TF o =

t IP Cammander n
192 1681599 <ONL & Create Rule
Service Configu ™
Adrinistrator ¢ General I Fiule: Emterial High WalerMarksi Fule Dptinnsl
Wetwark Views
=g Riles DU Rule Wizard for 192.168.1.99 X
= Templates =
Policies Desaii
B Access Control S8R Create the rule criteria
e tdanagement
Static Addresse | qwer limit Select rule criteria from the keywords list. and link them using operators
Cliert Classes I_ inthe operatars list. Use parantheses to specify the order of preference.
Hardware Mapp -
e Active |P Addre Kepwards: Operatars:
Anti-Roaming D Default gat DHCP O pti
plion » »
B view dudits I _I | _l
Statistics Lease time Rue cii
DDNS & TFTRI . ikt
iU i OPTIONBINARY(E2.1 , 0019000131323438)
[ Unlimites
< Back I Mest > I Cancel I
Created Last modified
Links I Aidd Delete | Search |

=l Dacl - Micro... fa.. | (@ 2 Ethersal c 5 RS & 7w B 1@ @ -~ TF 0434

Move to the following screen and just press the Next button again.
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Iis-B-eEeBER- QD P ,

t IP Commander
192.168.1.99 <ONL t Service Configuration for 192 168.1.99 <ONLINE. Stand-alone>

Service Configu
Administrator 86 o der Administiator Configuration Utility

Metwork Views — fron reyisigat 2
Fiulss SNR®Y Rule Wizard for 192.168.1.99 %)
Templates =

Incognito 5
Policies J
Access Control i Rule options
M anagement
Static Addresse
Cliert O SEW.Er “You may specify the rule options for
et Lasses Service I Rule is reserved every e that you create.
Hardware Mapp Service rg|

=3 Active IP Addre Serial nu I B is dissbled
Anti-Roaming D # of users

o . Current #
3 view éUdlts Subzcripti
Statistics Copy type
DDMS & TFTR | Product ni [~ Requie legal hostname [RFC 1123)
Service c.
Product ks [~ Danat send Hast/Domain

Operating

[~ Ping before allocation

[ Shuffle IP addresses allacated fram this e

< Back ' Cancel '

Iis-B-eEeBER- QD P ,

t IP Commander
192.168.1.99 <ONL t Service Configuration for 192 168.1.99 <ONLINE. Stand-alone>

Service Configu
Administrator 86 o der Administiator Configuration Utility

& Metwork Views ot roicioe g 1l
% Rules I Rule Wizard for 192.168.1.99 )
& Templates =

Incagnito 5

Policies

e Access Control Specifying a Template for the rule

Service Inf
et M anagement
Static Add
e, 1= SE'V_E' If & rule does not have a template, it is stil funchional. Requesting clients may still be
Client Classes Service
allocated IP addresses, and receive DHCP option data inherited from a parent rule, ar
Hardware Mapp Ssl_vlcs | e
o £ Active |P Addre | Serial nung 110 11 AERSLEMRAE.
Apti-Fioaming O # of users
o . Current #
B View Audits i
¥ Subscriptiy [ ~fou may use an existing template, or you may create a new template.
B Statistics Copy type
@ DDNS & TFTP 1 | Product v & Create a new template
Service c. . -
Froduct ™ Link an existing template to the rule
Operating € Leave the rile without a template

< Back ' Cancel '

B temp

Here we use “192.168.1.1” as the gateway IP address of the DHCP client PC.
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—— | r Tew
IXis-B8-eEATB- QD P ,
t IP Commander
192.168.1.99 <ONL t Service Configuration for 192 168.1.99 <ONLINE. Stand-alone>

Service Configu
Administrator 86 o der Administiator Configuration Utility

i Metwork Views  Ciient reyisigad -
i % Filles B Rule Wizard for 192.168.1.99 X
& Templates ]

A Incognito 5
Policies J

e Access Control Selecting DHCP Dptions for the Template

Service Inf
2 Managerhent when a client satisfies a e, it will receive it's IP address along with the DHCP options
Stetiosccirn (il server the linked template, o in the dlobal templat
Cliert Classes el in the linked template, or in the global template.
Hardware Mapp Service rg|
i P Active IP bddie | Serial nung | Available Options 4 | Seleced Oplions |
Arti-Raaming D gui usteés 12 ?uhnaut':\dask 3 Gateways
Wigw Audits A, Vhelifset
(< e EuhSC”P“ 4 Time Server
opy type 5 Mame Server
i DDNS 4 TFTP | Praduct n E Domain Server

Service c. 7 Log Server _>I
Product ki 8 Quotes Server

Operating 3 LPR Server _<I
10 Impress Server

11 ALP Server

12 Hostname

13 Boot File Size

14 Merit Dump File

15 Domain Name |

. __& _bdd |

Delete

< Back ' Mest > I Cancel '

—— | r Tew
IXis-B8-eEATB- QD P ,
t IP Commander
192.168.1.99 <ONL t Service Configuration for 192 168.1.99 <ONLINE. Stand-alone>

Service Configu
Administrator 86 o der Administiator Configuration Utility

i Metwork Views  Ciient reyisigad -
i % Filles B Rule Wizard for 192.168.1.99 X
& Templates ]

A Incognito 5
Policies J

e Access Control Enabling Updates for Incognito’s DNS Commander

Service Inf
e tdanagement
Static Addresse Server In order to enable automatic DNS Commander updates you must specify the [P
Client Classes Service address of the Domain Mame Server [DHNS)

Hardware Mapp Service rg|

[ fip Active IP Addre | Serial nu
Anti-Roaming D # of users
B Wiew dudits gt‘.ggg;;. (I Enable automatic DNS updates

Statistics |

Copy type F It
@ DDNS & TFTP 1 | Product v
Service c. .
Product k, mE g
Operating

=

< Back ' Cancel '

The rule creation has been finished.
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Xx5-8-¢BEFEBE-QD P
= 48, IP Commander
=] t 182 168.1.99 <ONL t Service Configuration for 192 168.1.99 <ONLINE. Stand-alone>

== Service Configu
Adrministrator A

Wetwaork Views

|P Commander Administrator Configuration Uty

i S Client revisigesd
i o L Rule Wizard for 192.168.1.99
== Templates 3
¥ Incogrito S|
Policies
iz _ Tree Wiew
1 aziz?eij:(m Service Inf —_— You are finished!
Static Addresse Server & Fules
Cliert Classes Semvice Global Management T?E IUIT W|z|ard nDtM ha;?” If[t;he ITEUIIT
Hardware Mapr | Service 1 Global Access Control List :” E”Tat '”r” i rac e
[ 9 Active IP Addre ia';al nu Global Template AU AL
Apti-Fioaming O DYMsEly =] & Incognito <0.0.0.0
View Audits Current # 172 rioi o Incoorito Select a comporent in the tree to view or modify

¥ Subzcripti
Statistics Copy typel

@ DDNS &TFTPI | Froduct ni

it's properties.

Once the ule iz created it will immediately

gz;:f;ﬁ Components are linked together  become active,
Operating in the rules container!

< Back

Cancel

Save

|~
|

& L 1@®--5 Tros

| O 1 mp

After finishing all the above procedures, your PC will get the IP address
192.168.1.201 when you send a DHCP request.

Filter Some Certain Packet

ISP may want to filter some kinds of packets. IES-6000 provides “Packet Filter”
function to filter some specific packets, like IP, ARP, DHCP, EAPoL, PPPOE,
NETBIOS and IGMP.

42
All contents copyright (c) 2006 ZyXEL Communications Corporation.



ZyXEL IES-6000 Support Notes

How to Filter Some Specific Packets
Here, we will set up an environment to block the NETBIOS protocol packets.

1. IES-6000 ALC-1248G/SLC 1248G settings

Type the following packet filter command with specific slot-port:

MSC1024G> acl pktfilter set 7-1 netbios

Display the port filter status on slot 7.

Cl command:

MSC1024G> acl pktfilter show 7
port filter

7- 1 netbios

7- 2 accept-all
7- 3 accept-all
7- 4 accept-all
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7- 5 accept-all
7- 6 accept-all
7- 7 accept-all
7- 8 accept-all
7- 9 accept-all
7-10 accept-all
7-11 accept-all
7-12 accept-all
7-13 accept-all
7-14 accept-all
7-15 accept-all
7-16 accept-all
7-17 accept-all
7-18 accept-all
7-19 accept-all
7-20 accept-all
7-21 accept-all
7-22 accept-all
7-23 accept-all
7-24 accept-all
7-25 accept-all
7-26 accept-all
7-27 accept-all
7-28 accept-all
7-29 accept-all
7-30 accept-all
7-31 accept-all
7-32 accept-all
7-33 accept-all
7-34 accept-all
7-35 accept-all
7-36 accept-all
7-37 accept-all
7-38 accept-all
7-39 accept-all
7-40 accept-all
7-41 accept-all
7-42 accept-all
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7-43 accept-all
7-44 accept-all
7-45 accept-all
7-46 accept-all
7-47 accept-all
7-48 accept-all
MSC1024G>

VDSL Application- Triple Play

For the Triple-play scenario, 3 PVCs for multiple services (Data, Voice and Video) on
the VDSL port of IES-6000 VDSL line card are to be configured. The IEEE VLAN &
802.1p mechanism is used to guarantee the Voice stream and Video stream will be
running smoothly without interruption. The instructions to configure the IES-1248-71
device are following.

Voice Data Video
Analog Phone P2303RL-P1 \l‘ FTP server !
Phohe number:1018 7= . 192.168.1.121 < 192.188.10.10 \‘_\
1] ZyWALL 5 = MoD server

192.168.10.1 M 192.168.1.3

(St}

Analog Phone

Phone numper:m: P2303RL-P1
5= \ 192.168.1.122 : IES-6000+VLC-1224
V. £ o, - 202090 .
Set-top Box \_r
| 192..123.1 34 P870MH-C1
o 192.168.1.10 Thres PYC on IES:
\\\ + Data (VLAN 1):0/33_ super channel{)
b - - Yoice (VLAN 102):0/34 PVID 102{CBR)
| - « Video (VLAN 103): 0/35_PVID 103(CBR)
Data o - —— =i -

192.168.1.33

ZyXEL

# IES-6000 Settings
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1. Connect to the IES-6000 using Web GUI. The default Inband IP address of
IES-6000 is 192.168.1.1. Enter the default id ‘admin’ and password ‘1234’ to
access the device.

L@ System Info

""" g S . ... 1L
..... : Critical Alarms: 1 Major Alarms: 0

Owver Voltage Monitor Linecard Linecard

""" ' ID State Card Type Up Time Firmware e iilaa s s out

Statistics
Switch

active  WLC1224G-41 00:04 Y3.60(AIB.0JhE

active  M3SC1024G 0214 W3 TOAIN.O3hE

[E=0- R RS T R T R R U T

=

(e e el

=

—
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2. Set the IES-6000’s IP address to ‘192.168.1.100°.
Click the Sys > IP Setup. Type in the IP address ‘192.168.1.100° and the subnet mask

‘255.255.255.0°.

IP Address k
Subnet Mask

YD

outhand [P Address |1

Subnet Wask

Default Gateway 50.0.0‘0

Can
General Setup

IP Setup
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3. Create the VDSL profile

Type in the Name and select the Latency Mode. Then set the Max Rate of
Downstream/Upstream (here is an example ‘U35D65 INTE’ for 65Mbps/35Mbps
line) and the other related parameters.

ALARM ADSL | ALARMVDSL  ALARM SHDSL = IGMP Fib

Marme |735D65 INTE|

Latenecy Mode i

ownstream

Max Rate

Min Rate

Interleave Delay

Max SMR
Config Save pin e e
ADEL Target SNR |90 i[u~31 0]0.1de 190
ooy
Index Hame Latency Mode Down!Up SBA Mode Down/Up Max Rate { khps ) Select
1 DEFVAL interleave startup f startup 100032145440 ®
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4. Apply the VDSL profile to the VDSL ports

Then select to which VDSL ports you want to apply the VDSL profile you just created
to.

Click Port > VDSL

Choose Slot 3 and Port 1. Check ‘Enable’. Choose ‘U35D65 INTE’ in the VDSL
Profile option. Click Apply for the settings to take effect.

[ @) VDSL Port Setup

ADSL YDSL SHDSL PYC PPVC Copy
Slot| 3 % Port|l ¥ |Load
Multicast Enahle
YDSL Profile U3SD65_INTE v |1za |

Frequency Bandplan 995 v|
Alarm Profile DEFVAL v‘

Customer Infarmation

Telephone Mo.

PVID | Priarity 1 o ]

ADSL Advanced Feature Setup
vDsL WLAN Setup
SHDSL
PPYC
IP Bridge
D State Card Type Up Time Firmware
Copy
1
z -
3 active WLCT1224G-41 08:37 W3B0AIB.0YbhE
4
&
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5. Go to Setup in the VLAN option to create 3 VLANSs: VLAN 1 (for DATA),
VLAN 102 (for VOICE) and VLAN 103 (for VIDEO) for the VDSL port.

PVID ¢ Priority
o JLS Enable
SVID J SPriority e

O ——————

ViD Registration Tag

P Index VD Registration Tag Select
i B L Twed e

IF Bridge o !
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a. Create VLAN 1
VLAN 1 is created by default. Click Modify and check the Tag box. Click Apply to
finish the VLAN 1 configuration.

PVID { Priarity 1 e
dlatnales

sy e |
ViD Registration Tag
L1 e
Config Save
ADSL
Index ViD Registration Tag Select
i N ... O O
IP Bridge
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b. Create VLAN 102
Fill in VID with 102" and check the Tag box. Click Apply to finish the VLAN 102
configuration.

FVID { Priority
ILaknable

sy e |

ViD Registration Tag

log | e =
Config Save
ADSL
; Index ViD Registration Tag Select
PRYC 1 1 fixed W ®
. R R e R
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c. Create VLAN 103
Fill in VID with 103’ and check the Tag box. Click Apply to finish the VLAN 103

configuration.

PVID { Priarity 1 e
dlatnales

CosoreRioiy [ o

ViD Registration Tag

Config Save

ADSL

Index ViD Registration Tag Select

i T .- S o Twed YO

Copy S L
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6. Configure VLANs on ENET5

a. Configure VLAN 1
Select Index 1 and click Modify. Check the Tag box on enet5. Click Apply for the
settings to take effect.

L@ VLAN Secup

Enahle Name viD
B b ]
Port Registration Tag
enetl Fix v Fl
.eneiﬁ ) Fix b ) |:| )
enet3 Fix v O
enet4 = = |:|
. er.1.et5“ . Fix ¥ E ]
enete  [Fx v o
anet? Fix v| |
i eneta = = |:|
Purt Settir TIPS O, L R
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b. Configure VLAN 102
Select Index 2 and click Modify. Choose the Registration as ‘Fix’ and check the Tag
box on enet5. Click Apply for the settings to take effect.

L@ VLAN Secup

Enahle Name viD
|10z 102

Port Tag

enetl
enetz . :

enetd [
s

s
enet ) )

Config Save | ShotE
e i

Port Setting
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c. Configure VLAN 103
Select Index 3 and click Modify. Choose the Registration as ‘Fix’ and check the Tag
box on enet5. Click Apply for the settings to take effect.

L@ VLAN Secup

_____ ) Enable Hame viD

..... ; = |_]_E|3 Iﬂl

----- - Port Registration Tag

""" : enetl Normal »

""" g o e.hetEI ) Normal R i .

""" enetd Normal v .

_____ S i e =K : 255

""" ‘ensts | Fix v =

..... . e.ﬁetﬁ. ) Normal e ) .
Config Save enet? Mormal v ™
\_fLA.N SR én.éia PR — - : e
; i N R e e A

56
All contents copyright (c) 2006 ZyXEL Communications Corporation.



ZyXEL IES-6000 Support Notes

7. Enable IGMP Proxy on IES-6000
Click Multicast > IGMP. Choose the IGMP Mode as Enable_IGMP_Proxy and

click Apply to finish the setup.

L @ IGMP

IGMP Setup Filter Setup

Diagnostic
IGMP Mode

IGMP Version [

Statistics

Add Static Query VLAN o | [aenly

Static Query VID Table
Index Query VID Select

Dymamic Query VID Table
Index Query VD

Fill in Add Static Query VLAN with 103’ and then click Apply for the settings to
take effect.

L @ IGMP

IGMP Setup Filter Setup

Diagnostic
""""""""" IGMP Mode Enable IGMP_Proxy w

IGMP Version vz v
Add Static Query VLAN 103

Static Query VD Table
IGMP Index Query VD Select

Static Multicast

Dymamic Query VID Tahle
Index Query VID
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8. Save configurations

Click Config Save > Config Save and click the Save button to save the configuration.

This page allows you to save the device's current canfiguration. Now click the Save button.

Config Save

# P870MH-C1 Installation

1. Connect to the device by Telnet. Access the SMT menu 24.8 and switch into Cl
command mode.
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Copyright (c) 1994 - 2@A6 2yXEL Communications Corp.

P-87AMH-C1 Main Menu

Getting Started Advanced Management
|. General Setup 23. System Password
3. LAN Setup 4. System Maintenance

Advanced Appl ications

Enter Menu Selection Number:

2. Change mode to 802.1q by entering the “vlan mode 1’ command. Also create 3
VLANSs on P870MH-C1, VLAN 1/102/103.

After you have created 3 VLANS, check where the VLAN are located by the ‘VLAN

disp’ ClI command.

mode |

1gset |
Igset 182

lgset 183
displi

3. Display the configured VLANS, check the relationship between "ITEM™ and the
VID which we just have configured. Bind VLAN1 with port 1, VLAN 102 with port 2,
Vlan 103 with port 3 without transmitting any Tagged frame. Also, add the VLAN tag
(1, 102 & 103) onto the outgoing VDSL port.
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lgconfig 1 U |

lgconfig 1 T 5

lgconfig 6 U 2
lgconfig B T §
lgconfig 7 U 3

lgconfig 7 T §

4. Port 1(VLAN 1) is for Data access, Port 2(VLAN 102) is for VoIP and Port
3(VLAN 103) is for IPTV service. On Port 2 & Port 3, we can assign a higher priority
(gos=High) when a traffic congestion occurs. For Port 1's traffic, we can assign the
priority as 'Low’ since the Internet traffic on this port is not time sensitive.

vlan gos 1 @
vlan gos 2 |
vlan gos 3 |

vlan save

5. Check whether all the settings are correct.
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BA2. 1Q Setting
(T): TAGGING; (F):FORBIDDEN; (U):UNTAGGED;

4 1 = 3
L L H H
WLAN LANT LANZ2 LAN3 LAN4 UDO5SL

Broadcast Storm is OISABLE
Action for Unknown Multicast frames is FLOOOING

# ES2024A Settings

5. Connect to IES-1248 by Web GUI. The default IP address of ES-2024A is
192.168.1.1. Enter the default password ‘1234’ to get into the device.

61
All contents copyright (c) 2006 ZyXEL Communications Corporation.



ZyXEL IES-6000 Support Notes

B Status B Logout H Help

System Up Time: 119:49:28

. e Port  Link State LACP TxPkts RxPkts Errors TxKBis RxKBis Up Time
IP Application 1 100MF FORWARDING Disabled 378879 91411 1 0.0 00 231242
2 1oomF FORWARDING Disabled 56092 7304 0 0.0 0.0 2041:53
2 Down sTOP Disabled 1189179 1200966 0 0.0 0.0 0:00:00
4 100MF FORWARDING Disabled 162811 2214439 0 0.0 0.0 1:0818
5 Down sTOP Disabled 0 o o 0.0 00 0:00:00
6 Down sTOP Disabled 0 0 0 0.0 0.0 0:00:00
7 Down STOP Disabled 0 0 0 0.0 0.0 0:00:00
g2 Down sTOP Disabled 120 B4 o 00 0.0 0:00:00
9 Down STOP Disabled 0 0 0 0.0 0.0 0:00:00
10 Down STOP Disabled 0 0 0 0.0 0.0 0:00:00
11 Dawn sTOP Disabled 0 0 0 0.0 0.0 0:00:00
12 Dawn sTOP Disabled 537162 168671 0 0.0 0.0 0:00:00
13 Down sTOP Disabled 0 o o 0.0 00 0:00:00
14 Dawn sTOP Disabled 376 121643 0 0.0 0.0 0:00:00
15 Dawn sTOP Disabled 0 0 0 0.0 0.0 0:00:00
16 Down sTOP Disabled 117435 358 o 00 0.0 0:00:00
17 Dawn STOP Disabled 0 0 0 0.0 0.0 0:00:00
18 Down STOP Disabled 0 0 0 0.0 0.0 0:00:00
19 Dawn sTOP Disabled 0 0 0 0.0 0.0 0:00:00
20 Down sTOP Disabled 0 0 0 0.0 0.0 0:00:00

Poll Interval(s) |40 Set Interval S_topl
Part |ALL - Clear Connter |

6. Setthe IES-1248’s IP address to ‘192.168.1.200°.
Open Basic Setting> IP setup. Type in the IP address ‘192.168.1.100° and its subnet
mask ‘255.255.255.0°.

B Status

L@ IP Setup

Domain Name Server IU-U.0.0

Default Management IP ¢~ ppcp Cliant

Sygtem Info Address (“' .......... S
General Setup Static IP Address

'Switch Setup P Address |19'2.168.1.2C0

:F'ort Setup IP Subnet Mask |255.255.255.0
Default Gateway |192.163.1 254

Management IP Addresses

IP Address 00,00

Default Gateway 0.0.0.0
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7. Enable the IGMP Snooping service in order to allow the Multicast traffic pass
through the ES-2024A.

Click Basic Setting> Switch Setup. Then click on the Active checking Box of IGMP

Snooping.

B Status

L@ Switch Setup

® 50210
VLA Tyme  PortBased
IGMP Snooping Active
MAC Address Learning Aging Tirme seconds
Join Timer millisecands
GARP Timer Leave Timer millisecands
Leawve All Timer millisecands
Faort Setup Priority Queue Assignment lewel?

levelf
leveld
leveld
level3
lewvel2

levelt

lewveld

Apply Cancrll

8. Create 3 VLANS, VLAN 1 for Data access (FTP server) connected to Ethernet
port 3, VLAN 102 for Voice (SIP server & ATA) connected to the Ethernet port 1
& 2 and finally VLAN 103 for the Video server connected to the Ethernet Port 4.
The Uplink port is 24.

d. Create VLAN 1

Click Advanced Application> VLAN> Static VLAN Setting and then click on VID
1. Check the Active Box then check the Tx Tagging Box on Port 24 (for the other
ports have this option unchecked) and switch Ports 1, 2 and 4 to the status
‘Forbidden’. Click Add to finish the VLAN 1 configuration.
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Basic Setting _

IP Application

WLAM

Static MAC Fonwarding
Filtering

Spanning Tree Protocal
Bandwidth Control
Broadcast Starm Control
dirraring

Link Aggregatian

Fort Authentication

Fart Security

Gueding Methaod

e. Create VLAN 102

VLAHN Status

Port Control Tagging
1  Mormal  Fixed % Forbidden [ TxTagoing

Click Advanced Application> VLAN> Static VLAN Setting then check the Active
Box, enter a name for VLAN as well as VLAN 1D102. Then check the Tx Tagging
Box on Port 24 (for the other ports, make this option unchecked) and switch Ports 1,
2 and 24 to status ‘Fixed’. Click Add to finish the VLAN 102 configuration.
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IP Application

WLAN

Static MAC Forwarding
Filtering

Spanning Tree Protocol
Bandwidth Contral
Broadcast Storm Cantral
dirroring

Link Aggregation

Fart Authentication

FPoart Security

Queding Method

f. Create VLAN 103

VLAN Status

Port Control Tagging
1  Mormal ' Fived = Forbidden ™ T Tagging

Click Advanced Application> VLAN> Static VLAN Setting then check the Active
Box, enter a name for VLAN as well as VLAN ID 103. Then check the Tx Tagging
Box on Port 24 (for the other ports make this option unchecked) and switch Ports 4
and 24 to status ‘Fixed’. Click Add to finish the VLAN 103 configuration.
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ACTIVE

Mame IW
VLAN Group ID [to3

Port Control Tagging
VLA_N . 1 & mormal 7 Fixed " Forbidden [ T Tagging
Static MAC Fonwarding i ; ;
Fiiteiing 2 & mormal 7 Fixed " Forbidden [ T Tagging
Spanning Tree Protacol 3 & mormal 7 Fixed " Forbidden [ T Tagging
Bandwidth Contral 4  Mormal ¥ Fixed " Forbidden [ T Tagging
Ermentees Bl Camal 5 & Normal  Fixed ' Farhidden [ TwTagging
Mirroring 6 & Mormal " Fived " Forhidden [ T Tagging
Link Aggregation 7 & mormal 7 Fixed " Forbidden [ TuTanging
Port Authentication a8 & mormal i Fixed " Forbidden [ TuTanging
Port Security 9 & mormal i Fixed " Forbidden [ TuTanging
GQueuing Method 10 & mormal i Fixed " Forbidden [ TuTanging

1 & mMormal 7 Fixed " Forbidden [ T« Tanging

12 & mMormal 7 Fixed " Forbidden [ T« Tanging

13 & mMormal 7 Fixed " Forbidden [ T« Tanging

14 & Mormal 1 Fixed " Forbidden [ T« Tanging

15 & Mormal 1 Fixed " Forbidden [ T« Tanging

16 & Mormal 1 Fixed " Forbidden [ T« Tanging

17 & Mormal 1 Fixed " Forbidden [ T« Tanging

18 @ Naormal ' Fixed " Forbidden ™ TwTanging

# P660H settings

9. Connect to the P660HW-61 using Telnet. The default IP address of P660H-61 is
192.168.1.1. Enter the default password ‘1234’ to access the device.

Copyright (c) 1994 - 2004 ZyKEL Communications Corp.
Prestige 660H-61 Main Menu

Getting Started Advanced Management
1. General Setup 21. Filter and Firewall Setup
2. WAN Backup Setup 22. SNMP Configuration
3. LAN Setup 23. System Security
4. Internet Access Setup Z2h. System Maintenance
29. IP Routing Policy Setup
Advanced Applications 26. Schedule Setup

11. Remote Node Setup

12. Static Routing Setup

14. Dial-in User Setup 99 Exit
15. NAT Setup

Enter Menu Selection Number: _

10. Disable the VC hunt mechanism and Reboot the device.
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Go to SMT menu 24 and 8 and switch to the Command Interface Mode. Type ‘wan
atm vc active no’ and then ‘wan atm vc save’ to save the settings. Reboot the device
for the changes to take effect.

Menu 24 - System Maintenance

Sustem Status
Sustem Information and Console Port Speed
Log and Trace
Diagnostic
Backup Configuration
Restore Configuration
Upload Firmware
Command Interpreter Mode
Call Control

. Time and Date Setting

. Remote Management

|l el =A== LN Ly Ry P R oA ) )

e

Enter Menu Selection Number: 8

Copyright {c) 1994 - 2004 ZyKEL Communications Corp.
111> wan atm wc active no
111> wan atm vc save_

3. There will have three bridge PVCs on the P660H-61. Configure the system to
support the Bridge mode.

Access the SMT menu 1, type in the System Name and enable the Bridge=Yes.

Menu 1 - General Setup

Sustem Name= P660
Location=

Contact Person’s Name=
Domain Name=

Edit Dynamic DNS= No

Route IP= No
Bridge= Yes

Press ENTER to Confirm or ESC to Cancel:

4. Change the P660H-61"s IP address to 192.168.1.10 and disable the DHCP server
function in SMT menu 3.2.
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Menu 3.2 - TCP/IP and DHCP Setup

DHCP Setup
DHCP= HNone
Client IP Pool Starting Address= N/A
Size of Client IP Pool= N/A
Primary DNS Server= N/A
Secondary DNS Server= N/A
Remote DHCP Server= N/A
TCP/IP Setup:
IP Address= 192.168.1.10
IP Subnet Mask= 255.255.255.0
RIP Direction= None
Version= N/A
Multicast= Hone
IP Policies=
Edit IP Alias= No

Press ENTER to Confirm or ESC to Cancel:

5. Create 3 PVCs in the P660H for the Triple-play application (Data, Voice and Video)

a. Create a PVC for the Data access (Internet access)

Get into the SMT menu 11.1 and switch the Rem Node Name=Data, Active=Yes,
Encapsulation= RFC 1483, Multiplexing= LLC-based and Route=None

Bridge=Yes.

Rem Mode Name= Data
Active= Yes

Encapsulation= RFC 1483
Multiplexing= LLC-based
Service Name= N/A
Incoming:

Rem Login= N/A

Rem Password= N/A
Outgoing:

My Login= N/A

My Password= N/A

Authen= N/A

Menu 11.1 - Remote Mode Profile

Route= Mone
Bridge= Yes

Edit IP/Bridge= HNo
Edit ATH Options= No
Edit Advance Options= N/A
Telco Option:
Allocated Budget(min)= N/A
Period(hr)= N/A
Schedule Sets= N/A
Nailed-Up Connection= N/A
Session Options:
Edit Filter Sets= No
Idle Timeout{sec)= N/A

Press ENTER to Confirm or ESC to Cancel:

Select the ATM options=Yes, VPI/VCI=0/33 then press ‘Enter’ to apply the changes.

All contents copyright (c) 2006 ZyXEL Communications Corporation.
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11.6 - Remote Node ATH Layer Options
VPI/VCI {LLC-Multiplexing or PPP-Encapsulation)

YPT #= 0

YCT #= 33

ATH QoS Type= UBR

Peak Cell Rate (PCR)= 0
Sustain Cell Rate (%ﬁ %

Maximum Burst Size

T

Enter here to CONFIRM or ESC to CANCEL:

b. Create a PVC for the Voice channel

Get into the SMT menu 11.2, select the Rem Node Name=Voice , Active=Yes,
Encapsulation= RFC 1483, Multiplexing= LLC-based and Route=None
Bridge=Yes.

Menu 11.1 - Remote Node Profile

Rem Node Name= Yoice Route= Hone
Active= Yes Bridge= Yes
Encapsulation= RFC 1483 Edit IP/Bridge= No
Hultiplexing= LLC-bhased Edit ATH Options= No
Service Name= N/A
Incoming: Telco Option:
Rem Login= N/A Allocated Budget{min)= N/A
Rem Password= N/A Period{hr)}= N/A
Outgoing: Schedule Sets= N/A
My Login= N/A Mailed-Up Connection= N/A
Hy Password= N/A Session Options:
Authen= N/A Edit Filter Sets= No

Idle Timeout{sec)= N/A

Press ENTER to Confirm or ESC to Cancel:

Select the ATM options=Yes, VPI/VCI=0/34 then press ‘Enter’ to apply the changes.
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Menu 11.6 - Remote Hode ATH Layer Options
VPI/YCI {LLC-Multiplexing or PPP-Encapsulation)

VPT #= 0

VCI #= 34

ATM QoS Type= UBR

Peak Cell Rate {PCR}= 8
Sustain Cell Rate (SCR)}= 0
Maximum Burst Size (MBS)= 0

Enter here to COMFIRM or ESC to CANCEL: _

c. Create a PVC for the Video channel

Access the SMT menu 11.3 and select the Rem Node Name=Video, Active=Yes,
Encapsulation= RFC 1483, Multiplexing= LLC-based and Route=None
Bridge=Yes.

Menu 11.1 - Remote HNode Profile

Rem Node MName= Vedio Route= None
Active= Yes Bridge= Yes
Encapsulation= RFC 1483 Edit IP/Bridge= HNo
Hultiplexing= LLC-based Edit ATH Options= No
Service Name= N/A
Incoming: Telco Option:
Rem Login= N/A Allocated Budget(min)= N/A
Rem Password= N/A Period{hr)= N/A
Outgoing: Schedule Sets= N/A
My Login= N/A Nailed-Up Connection= N/A
My Password= N/A Session Options:
Authen= N/A Edit Filter Sets= No

Idle Timeout{sec)= N/A

Press ENTER to Confirm or ESC to Cancel:

Select the ATM options=Yes, VPI/VCI=0/35 then press ‘Enter’ to apply the changes.
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Menu 11.6 - Remote Node ATM Layver Options
VPI/YCI (LLC-Multiplexing or PPP-Encapsulation)

YPI #= 8

YCI #= 35

ATH QoS Type= UBR

Peak Cell Rate (PCR)= 0
Sustain Cell Rate (SER%

Maximum Burst Size (MB

=0
)= 8

Enter here to CONFIRM or ESC to CAMCEL: _

3 PVCs will be created as on the following figure:

Menu 11 - Remote MNode Setup
Data (ISP)

Voice
Vedio

Enter Node # to Edit:

6. Map 3 PVC to specific Ethernet port of the P660H-61.

Access SMT menu 24.8

Type ‘sys triple port set 1 1’ to map the Ethernet port 1 to PVC 1(Data)
Type ‘sys triple port set 2 2’ to map the Ethernet port 2 to PVC 2(Voice)
Type ‘sys triple port set 3 3’ to map the Ethernet port 3 to PVC 3(Video)
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60>
Pe6B>
P660> sys triple port set 1 1
Port Base Policy Configuration
save and apply, Please execute
EPort -- PVC

1 - 1
2 -— 2
3 - 3
& --  disable

P660> sys triple port set 2 2
Port Base Policy Configuration
save and apply, Please execute

EPort -- PVYC
1 - 1
2 - 2
3 - 3

A --  disable
P660> sys triple port set 3 3_

Enter Menu Selection Number: 8

ggpyright {c) 1994 - 2004 ZyHEL Communications Corp.

have been configured as follow. If vou need
CI cmds: sys tripleplav portbase save

have been configured as follow. If vou need
CI cmds: sys tripleplay portbase save

7. Check whether the ADSL physical layer is UP in the SMT menu 24.1. and if the

PVC counter is running.

Henu 24.1 - System Maintenance - Status 19:34:09
Sat. Jan. 01, 2000
Node-Lnk Status TxPkts RxPkts Errors Tx B/s Rx B/s Up Time
1-1483 Up 376905 136! ] 0 0 17:51:41
2-1483 Up 1846 2512 ] 0 0 17:51:41
3-1483 Up 3865 599943 (] 0 0 17:51:41
& N/A 0 8 (] 0 0 0:00:080
5 N/A 0 0 ] 0 0 0:00:00
6 N/A 0 0 (] 0 0 0:00:00
1 N/A 0 0 ] 0 0 0:00:00
8 N/A 0 0 (] 0 0 0:00:00
My WAN IP (from ISP): 192.168.1.10
Ethernet: HAN:
Status: Tx Pkts: 1301745 Line Status: Up
Collisions: 0 Rx Pkts: 386079 Upstream Speed: 911 kbps
CPU Load = 2.82% Downstream Speed: 6141 kbps

COMMANDS :

Press Command:
1-Reset Counters ESC-Exit
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